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Abstract
Methods are provided for retargeting captured images to new hardware. An image taken from a computer having hardware drivers and other system information in one hardware configuration can be modified to adapt it for use on a computer having different hardware requiring different drivers, even when the second hardware configuration was not known at the time of imaging. Systems and configured storage media for retargeting captured images to new hardware are also provided.
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RELATED APPLICATIONS

This application is a continuation-in-part of patent application Ser. No. 10/406,139 filed Apr. 2, 2003, incorporated herein by reference, which in turn claims priority to patent application Ser. No. 60/370,100 filed Apr. 3, 2002, also incorporated herein by reference.

FIELD OF INVENTION

The present application is a child of U.S. patent application Ser. No. 10/406,139, which has corresponding international application serial no. PCT/US03/101197, and a descendent of the underlying provisional application Ser. No. 60/370,100. These are jointly and severally referred to herein as the “parent application(s)”. They provide context for the present application.

The present invention is not the same as the invention described in the parent application(s). But their Field of the Invention provides some context for the present application, and is therefore specifically incorporated herein by this reference. Generally speaking, the present invention builds on and expands the parent invention’s tools and techniques for modifying captured images, with a particular focus here on modifying the captured images to retarget them to new hardware.

BACKGROUND OF THE INVENTION

The parent application(s) discuss previously known tools and techniques in their Technical Background of the Invention. That discussion provides prior art disclosure and other context for the present application, and it is therefore specifically incorporated herein by this reference. The following background is also provided to help in understanding the present invention.

Computer hardware sometimes fails. It must then be replaced, or else functionality is lost. Computer hardware also becomes outdated or obsolete, such that replacing it becomes desirable even though it still functions as originally intended. For instance, it may be desirable to replace hardware to increase storage capacity or processing speed, or to conform with new industry standards.

But replacing hardware may cause problems. If the replacement hardware has different system characteristics than the previous hardware, it may not function properly unless corresponding software and data changes are also made. For example, it may be necessary to provide a new driver, to change or add Windows registry entries, and/or to modify partition table or other file system information. If the old hardware held the computer’s operating system or other software or data needed to run the computer in a way that meets the user’s goals, then that software or data may need to be restored from a backup made by a user and/or software may need to be re-installed. Such restoration or reinstallation may in turn overwrite more recent data which has not been backed up. That is, the goal of making the new hardware work may be in tension with the goal of restoring content from a backup copy of the system’s data.

As an example, consider the following scenario. Over time, a user modifies the content of a hard disk by adding applications, creating spreadsheets and other documents, specifying personal preferences, and downloading data over a network.

SUMMARY OF THE INVENTION

This summary is partial and is for convenience only; the invention is defined by the claims as granted and properly interpreted. The present invention builds on the invention that is paraphrased in the parental Brief Summary of the Invention, but is not co-extensive with that invention. However, the parent application’s summary of their invention does provide context for the present invention, and is for that reason specifically incorporated herein by this reference, with the understanding that it does not necessarily limit the present invention, although it may support embodiments of interest.

One method of the invention retargets a captured image to new hardware, using the computer-assisted steps of obtaining target computer information identifying new hardware for a target computer, and modifying a presently undeployed image to match new hardware identified in the target computer information, wherein the image was previously captured from a source computer on which the new hardware was not installed.

One method of the invention for computer resource management includes the steps of bringing an ample image of storage of an imaged computer into a management environment at a computer, and modifying the ample image by performing at least one of the following steps on the ample image in the management environment: changing software by installing a hardware driver, changing software by updating a hardware driver, changing software by installing system software other than a hardware driver, changing software by updating system software other than a hardware driver.

In addition to these and other retargeting methods, the invention provides images produced by retargeting methods, media configured with information to facilitate computer execution of retargeting methods, and computer systems configured to retarget captured images to new hardware. Other
aspects of the present invention will become more fully apparent through the following description.

BRIEF DESCRIPTION OF THE DRAWINGS

To illustrate the manner in which the advantages and features of the invention are obtained, a more particular description of the invention will be given with reference to the attached drawings. The drawings of the parent application(s) are incorporated herein by reference, and items which first appeared in parental drawings are shown here with the same reference numbers. Some items are discussed in the parental application(s) but appear in drawings for the first time in this present document. Other items both appear in drawings for the first time in the present document and are discussed for the first time in the present document. For convenience, drawings from the parent application(s) are referred to as “parent” drawings while drawings that first appear in the present document are referred to as “present” drawings. Regardless, the drawings only illustrate selected aspects of the invention and thus do not fully determine the invention’s scope.

FIG. 1 of the present drawings is a diagram illustrating generally some architectures of the present invention for retargeting captured images to new hardware;

FIG. 2 presents a diagram illustrating an off-line retargeting architecture of the present invention;

FIG. 3 presents a diagram illustrating a blended off-line/on-line retargeting architecture of the present invention;

FIG. 4 presents a diagram illustrating a mixed server online retargeting architecture of the present invention;

FIG. 5 presents a diagram illustrating an enterprise administration server on-line retargeting architecture of the present invention;

FIG. 6 presents a data flow diagram illustrating data flow and system components in selected methods and systems of the present invention;

FIG. 7 presents a data flow diagram illustrating data flow and system components in some server-centric methods and systems of the present invention;

FIG. 8 presents a data flow diagram illustrating data flow and system components in some client-centric methods and systems of the present invention;

FIG. 9 presents a flowchart illustrating some retargeting methods of the present invention, which may also be embodied in configured media, systems, and retargeted images; and

FIG. 10 presents another flowchart illustrating retargeting methods of the present invention, which may also be embodied in configured media, systems, and retargeted images; and

FIG. 11 also presents a flowchart illustrating retargeting methods of the present invention which may likewise be otherwise embodied, with a focus on ample image retargeting as discussed in the parent application(s).

DETAILED DESCRIPTION

As noted, the parent application(s) are incorporated herein. Additional information is given here, by reference to exemplary embodiments such as those illustrated in the drawings (incorporated and/or first introduced here), and specific language will be used herein to describe the same. But alterations and further modifications of the inventive features illustrated herein, and additional applications of the principles of the inventions as illustrated herein, which would occur to one skilled in the relevant art(s) and having possession of this disclosure, should be considered within the scope of the invention.

In describing the invention, the meaning of important terms is clarified, so the claims must be read with careful attention to these clarifications. Specific examples are given to illustrate aspects of the invention, but those of skill in the relevant art(s) will understand that other examples may also fall within the meaning of the terms used, and within the scope of one or more claims. Words used herein do not necessarily have the same meaning they have in everyday usage or elsewhere. Terms may be defined, either explicitly or implicitly, here in the Detailed Description and/or elsewhere in the application file. Definitions and other pieces of information brought in by incorporation apply herein to the extent they are not overridden or otherwise inconsistent with the present document.

As used herein, for example, an “application program” is a program which receives operating directions mainly from a person; by contrast, system software programs, such as operating systems and their file systems, receive operating directions mainly or exclusively from other programs. Examples of application programs include, without limitation, word processors, spreadsheets, relational database managers, web browsers, and games. Hardware diagnostics are not application programs for purposes of the present document, even though they interact with human users, because they are not routinely used by typical users.

“Booting” a computer means causing the computer to at least begin running low-level software, such as a system diagnostic, a pre-boot program, or an operating system. A booted environment is one in which booting ends by passing control to users through a command interface, or to application programs through a script or the like.

In this document, “deploying” an image on a given computer means running an operating system obtained from inside the image. Merely copying an image into a computer’s local storage does not deploy the image, although the image must be on the computer before it can be deployed. If an image is in a computer’s storage but the computer is running some other system software, e.g., a pre-boot program, instead of running the image’s operating system, then the image is not presently deployed on the computer. One way to deploy an image onto a computer is to copy the image onto the computer and to then boot into the image, which passes control of the computer to the image’s operating system.

An “enterprise administration server architecture” provides a database documenting a repository of images, a command console, and client-server software permitting remote deployment of images selected from the repository using the database, the images deployed onto the clients in response to commands received at the command console on the server. Examples include ON Technology iCommand software commercially available through Symantec Corporation; Symantec Ghost software; Mobile Security Manager software from Mobile Automation, Inc., and Deployment Solution software from Altiris, Inc. (marks of their respective owners).

An “image” is a blockwise image of computer storage, not a file-by-file backup of computer storage. Sector-by-sector images and cluster-by-cluster images are examples of blockwise images; they are not file-by-file backups. Image files in .v2i format produced by commercially available V2i Protector software from the PowerQuest Division of Symantec Corporation are blockwise images. Symantec Corporation’s Ghost software produces both file-by-file backups and sector-by-sector images, in response to different file systems, for instance. (V2I PROTECTOR and GHOST are marks of Symantec Corporation.) The “ample images” discussed in the parent application(s) are also images as that term is used in this document.
Hardware is “installed” on a computer when a specific device of the type of hardware in question is connected to the computer and is also operable.

“Information” in an image may be processor instructions, data, or both. “Software” includes at least processor instructions, and may also include data.

A “pre-boot environment” is an environment on a computer during execution of a pre-boot program. “Pre-boot programs” permit only limited operation of the computer, and are used to perform operations such as diagnostics or boot image downloads. Pre-boot programs provide only limited device support, e.g., by providing device drivers only for the display, network, and local storage devices. Full operation of the computer requires more functionality than the pre-boot program supplies; the increased functionality can be provided by fully booting an image of a complete operating system, for instance. Examples of pre-boot programs include memory-resident DOS software; memory-resident LINUX software; Microsoft Windows Preinstallation Environment software, or Intel Pre-Boot Execution Environment software (a.k.a. Extensible Firmware Interface, EFI).

“Registry” information is not limited here to the context of Microsoft Windows operating systems. Registry information also includes RC files, dot files, and prof files in UNIX operating system environments; config.sys and autoexec.bat files in DOS environments; .ini files in early Windows environments; and registry hive files in more recent Windows environments; SAM, SOFTWARE, SECURITY, and SYSTEM files having registry impact, as well as other system files and system configuration information. (WINDOWS is a mark of Microsoft Corporation; UNIX is a mark of Novell, Inc.).

A “storage device” is a device that provides computer-readable non-volatile storage. Thus, “storage” refers to non-volatile storage. Examples include, without limitation, individual disks, RAID storage, and flash memory.

**Methods**

The figures illustrate embodiments of the present invention. The invention may be embodied in methods, in storage media configured to perform methods, in images produced by methods, and in systems, for example. Although we focus discussion on methods at this point, it will be understood that much of what is said in the text and shown in the drawings about method embodiments also helps explain configured medium, image, and system embodiments, and vice versa.

Although steps are shown in a particular order in the figures, that is done in part for ease of illustration. Those of skill will appreciate that steps may also be performed in reversed order, or concurrently, when the outcome of a given step is not needed before the commencement of another step. Steps may also be named differently, grouped differently, repeated, separated by intervening actions, and/or omitted, except as specifically required by the claims and operability of the invention.

Parent FIGS. 3-7 help illustrate methods that may modify ample images. Various image modifications are discussed in the parent application(s), but in the present document we focus on modifications that repackage images to new hardware. Such reconfiguring methods are illustrated, for example, in the flowcharts in FIGS. 9-11 of the present document.

As illustrated in present FIG. 9, the invention provides methods for reconfiguring a captured image to new hardware. The method includes computer-assisted steps. An obtaining step obtains target computer information identifiying new hardware 116 for a target computer. As used herein, “new” means “different” rather than necessarily meaning “previously unused”. Hardware may be new to a given computer, compared to that computer’s immediately prior state, even though the hardware has been used before.

As noted in present FIG. 1 and/or otherwise described herein, such obtained information may identify, for example, any one or more of the following as new: a motherboard 1102, one or more processor(s) 1104 and/or the number of processors, a display controller or driver 1106, a network interface controller 1108, a Hardware Abstraction Layer (HAL) setting 1110, a power management setting or controller 1110, a new disk 1112 or disk controller 1112 or other storage controller 1122. Changes in disk or other local storage 1122 may include, for instance, changes such as between IDE and SCSI, RAID and fibre channel, and/or geometry changes such as a change in the number of heads and cylinders in a disk.

Returning to present FIG. 9, an image capturing step captures an image, which will subsequently be modified 910. In some embodiments, the source computer (from which the image is captured) and the target computer 102 (on which the image will make the new hardware functional and accessible) are the same computer configured differently at different times. The method captures the image from that one computer in its configuration as source computer when the new hardware has not yet been installed on it. In other embodiments, the source computer and the target computer are different computers. The image is captured from the source computer at a given point in time when the new hardware is installed on the target computer and is not installed on the source computer. In either case, the captured image does not reflect and support the new hardware, so reconfiguring the image will help users and administrators by tailoring the image to the new hardware.

A modifying step 910 modifies a presently deployed image to match new hardware identified in the target computer information. As noted, the image was previously captured from a source computer on which the new hardware was not installed. Ways to perform the modification 910 are discussed at various points in the parent application(s) and the present document.

For instance, parent FIG. 5 and the accompanying text disclose installing and/or updating hardware drivers and/or other software in an image. Image modification may also involve extracting the registry information from an image, altering it to reflect the new hardware, and then writing the updated registry entries back into the image. A driver that supports mounting an image for read-only access is provided by the PowerQuest/Symantec V2i Protector product. That driver may be modified or expanded, or other codes may be used, to allow changes in the image and in particular to allow changes that repackage the image to new hardware as described and claimed herein. In some embodiments, the modifying step 910 includes at least one of: installing a hardware driver in the image, updating a hardware driver in the image, removing a hardware driver from the image, modifying an operating system registry in the image. Image modification could be performed on a server computer, as shown for instance in present FIG. 7, or on a client computer, as shown for instance in present FIG. 8, or on a stand-alone computer, as shown for instance in present FIG. 2.

As noted in present FIG. 8 and suggested in present FIG. 6, the modifying step 910 may be performed on the target computer in a pre-boot environment. Pre-boot programs are defined above, and examples are given. As noted in present FIG. 7, modification 910 may also be performed on a computer which is not the target computer. In some embarrass-
ments the target is a server, namely, the invention is retargeting a server image for use on a server that has new hardware.

A deploying step 10012 deploys the modified image on the target computer 102 after the new hardware is installed on the target computer. This may be accomplished using familiar image distribution tools (if needed) and familiar writing tools, such as the Symantec Ghost product, Altiris products, or a Symantec/PowerQuest imaging product such as the Drive Image product or one of the V2i products (GHOST, DRIVE IMAGE, and V2i are marks of Symantec).

FIG. 10 illustrates retargeting methods which begin by booting 10002 a computer that has new hardware, that is, booting into a booting operating system environment 7002 a computer which has hardware that includes certain new hardware of a type which is not identified in the image presently deployed on the computer. An embodiment may boot manually from a removable medium inserted in the computer. It may boot automatically with boot code loaded into the computer over a network connection. It may boot from an attached local storage device, e.g., using a pre-boot operating system from a partition other than the one that will be normally booted. It may boot from a partition that would normally be booted but has been modified to boot into the pre-boot operating system.

Booting in general is well-known. But it will be appreciated that some inconsistencies between a computer’s hardware and the image deployed on the computer will hinder or prevent booting from that image. For instance, changed disk geometry may prevent booting by making the boot image inaccessible via the normal boot ROM procedure. In some cases, therefore, booting 10002 includes booting an image subset or an alternate image which is not so inconsistent with new hardware that it prevents booting. Booting may be accomplished, for instance, by booting manually from a bootable CD or floppy, or by a PXE boot. Although not shown expressly in every drawing and not recited in every claim, it will be understood that some form of booting capability will generally be part of the context in which a given embodiment operates.

A gathering step 10004 gathers system information about the new hardware type. Implementing hardware inventory means 1024 may gather hardware information 6026 on-the-fly or by retrieving previously gathered system information from a database 7022. In some Microsoft Windows environments, plug-and-play functionality may be used through an Application Program Interface or otherwise to detect new hardware. Other familiar hardware detection code may also be used, or new code may be written.

A modifying step 10010 modifies a registry 6008 in the presently undeployed image 600, thereby creating a new registry 7028, in order to match system information of the new hardware type. Such registry modification effectively modifies the image, since the registry is part of the image being deployed. To facilitate registry modification, some embodiments extract 10008 old registry information from the image, and the modifying step produces a registry which includes both extracted old registry information and new hardware type system information. For instance, the modifying step may produce a registry which includes extracted old registry security identification information, such as Microsoft Windows SID values or other license key/security attribute/encryption key information. Some embodiments use restored registry files on new storage.

Some embodiments copy 10006 the image 1034 that is to be modified by retargeting into some local storage 122 of the target computer before modifying 10010 the image's registry on that computer. Then they reboot 9012 into the modified image. In some embodiments, the booting 10002 and gathering 10004 steps are performed on a first computer, the modifying 10010 step is performed on a second computer, and the modified image 1034 is then deployed 9012 on the first computer. Some embodiments copy 10012 new hardware drivers 1042 and/or other hardware-specific code and settings into local storage of the target computer. The image 1034 may be an ample image 104 or another image.

As illustrated in present FIG. 11 and the parent application(s), the present invention also provides methods of computer resource management for retargeting images to new hardware. As noted, the text and figures of the parent applications are incorporated herein by reference, including in particular here the parent application text and figures depicting or discussing the items shown in present FIG. 11.

A bringing step 308 brings into a management environment at a computer an ample image of storage of an imaged computer. This may be done by copying the image over a network 106, for instance, or by loading the image into the management environment from one or more removable storage media 146 such as CDs, DVDs, omega ZIP drives, or the like. As indicated in FIG. 6, a pre-boot environment 6022 may be part of the management environment.

The ample image of the imaged computer may have been taken at a point in time when the imaged computer was a stand-alone machine, or when it was networked. The status of the imaged computer may have changed from stand-alone to networked or vice versa, or it may have remained unchanged. Some methods also include taking 252 an inventory of the installed hardware and software present when the imaged computer was imaged.

A modifying step 312 modifies the ample image by performing at least one of the following steps on the ample image in the management environment: changing software by installing 508 a hardware driver, changing software by updating 510 a hardware driver, changing software by installing 514 system software other than a hardware driver, changing software by updating 516 system software other than a hardware driver, changing 10010 a registry entry in the ample image. The modifying step 312 thus modifies the ample image in a manner that retargets the ample image for new hardware, that is, hardware that is inconsistent with the unmodified ample image.

For example, the modifying step may change the registry in the ample image to match hardware that is different from the imaged computer hardware. The modifying step may be performed at least partially at the imaged computer, and in some cases it is performed at least partially at a computer other than the imaged computer, such as a network server which has the imaged computer as a client.

In some cases, the modified ample image is deployed 316 back onto the imaged computer after a hardware change is made to the imaged computer, so the changed software of the ample image matches the hardware change made. In other cases, the modified ample image is deployed 316 onto a target computer which is not the imaged computer and which has hardware different than the imaged computer had at the imaging point in time, and the changed software matches the different hardware on the target computer. The steps and other characteristics described herein may be combined in various ways to form embodiments of the invention. In methods of the invention, steps may be omitted, repeated, renamed, supplemented, performed in serial or parallel manner, and/or grouped differently, except as required by the claims and required to provide an operable embodi-
ment. In particular, not every step illustrated in parent FIGS. 3-5 need be performed in a given method according to the present invention.

Images

The present invention also provides fully or partially retargeted images 1034 which are produced by any of the retargeting processes described and claimed herein. For instance, a retargeted image may be produced by first creating 6004, copying 10006, restoring 7030, or otherwise obtaining an image of a computer on which certain hardware is not installed, with the image lacking certain corresponding system information tailored to that hardware, and by then retargeting the image while it is not deployed.

Retargeting is performed by one or more programs 1030 that modify the image to include the corresponding system information tailored to that hardware. This may include modifying 10100 registry entries, installing 508 or updating 510 hardware drivers, or otherwise changing system information to remove inconsistencies that inhibit proper use of the hardware.

The image being retargeted will be a normal client, server, or stand-alone image, not a special-purpose reduced image such as an ADS image. For example, the inventive retargeted image will have functionality not required by ADS, such as by including in the image 1034 routine application programs 118 and a relatively larger or full set of hardware drivers rather than merely network and display drivers.

Systems

As illustrated in present FIGS. 1-8, for example, the present invention also provides systems. The systems of the invention are not limited to those shown in these particular figures. Different embodiments may omit, repeat, regroup, supplement, or rearrange the components illustrated, provided the system overall is operable and conforms to at least one claim. Any computer or set of computers configured with software and/or special-purpose hardware to operate according to a method of the invention, including without limitation methods discussed in connection with any of present FIGS. 9-11, is also a system according to the invention, if only because through such a system one uses a claimed method.

As illustrated in present FIGS. 1-8, for instance, a computer system has a target computer 102 with at least one processor 1004 having some associated memory 1010 which acts as a processor means for running software in the computer. A disk drive, flash memory, tape, and/or other storage 122 serves as a storage means for storing software and other data in a location accessible by the processor means. The storage 122 has a disk controller 1014 or other controller(s) for reading and writing data from/to digital storage locations. For use as needed by retargeting software 1030 and/or other retargeting software 1024, 1026, 1032, and information 1038, the digital storage 122 includes a workspace or temporary file area 1012. An operating system kernel 1036 is runnable on the target computer.

A boot ROM, PXE connection, bootable CD, and/or other boot means 1022 is provided for booting the computer. The boot means may include a network connection and software for obtaining a bootable image, or the computer may be networked but not remote-image-bootable, or the computer may be a stand-alone machine that is not networked but instead boots from a CD or from local storage, for instance.

A hardware inventory means 1024 includes at least software for gathering system information about hardware installed on the computer. The hardware inventory software may be stored on a removable storage medium in the computer, on a network server connected to the computer, and/or on a local attached storage device. Unless it merely accesses a database of previously obtained hardware inventory information, however, it will run at some point on the machine whose hardware is being inventoried. In operation, it identifies attached hardware, e.g. by system calls, BIOS calls, system memory inspection, or other low level queries, e.g., to hardware ports and device controllers.

An image adjustment means 1026 provides software for adjusting an image in response to system information gathered by the hardware inventory means, the adjustment tailored to make operable a particular hardware device that is connected to the computer but not yet operable. For instance, the adjustment means may adjust the image by adding to the image a registry entry or other device-specific identifier identifying the particular hardware device, such as a processor or controller serial number or a network address. If the particular hardware device is of a certain recognized type, the adjustment means 1026 may adjust the image by adding to the image information pertaining to hardware devices of that type, not just to a particular device. Like other means discussed herein, this means may be implemented in software, hardware, or (most commonly perhaps) in a combination of both.

The adjustment means 1026 may include batched regedit code, plug-and-play code, script code for editing Linux system files, or another registry adjustment means for adjusting an operating system registry in the image in response to system information gathered by the hardware inventory means, with the adjustment tailored to make operable a particular hardware device or a particular type of hardware device. The adjustment means may include a driver adjustment means for adjusting at least part of a collection of hardware device drivers in the image in response to system information gathered by the hardware inventory means, with the adjustment tailored to make operable the particular hardware device. The driver adjustment means 1026 does at least one of the following: installs a device driver for the particular hardware device, patches a device driver for the particular hardware device, modifies data used by a driver for the particular hardware device, modifies storage geometry data used by a driver for a nonvolatile storage hardware device, removes a previously installed driver if necessary to make the adjusted image operate on the new hardware.

An image database, or an individual image, is deployed by means 1032 of Symantec, Altiris, Microsoft, and/or other familiar software for deploying a given image on a computer. This supports deploying the adjusted image so that software previously inconsistent with the particular hardware device is made consistent with it via the deployed image, thus permitting operation of the hardware device on the computer after the boot means reboots the computer. In a particular case, this makes it possible to boot the computer from a new boot storage device type, e.g., SCSI rather than IDE. When not in use, the image deployment software may be stored on a removable storage medium in the computer, on a network server connected to the computer, and/or stored on a local attached storage device.

The components shown in the present Figures may be combined in various ways, as recited in the claims. Not every illustrated component need be present in every claimed embodiment. For instance, one system of the present invention includes a new hardware computer (client or server or stand-alone), such as target computer 102. This system includes a computerized source of hardware information about the new hardware computer, such as a hardware inventorying means 1024, e.g., a hardware detection program or a hardware inventory database. That is, the hardware informa-
tion may have been previously obtained and stored in a database 7022, or it may be obtained on-the-fly (i.e., dynamically or as-needed). This system has a local storage device 122 on the new hardware computer which contains an image 1034 of an old hardware computer. The image is not presently deployed on the new hardware computer.

System support information 1038 for new hardware of the new hardware computer corresponds to at least a portion of the obtained new hardware information. Some examples of system support information not present on the old hardware computer when the image was made are: a hardware driver file, an INF file, RC files, and a registry entry.

This system’s retargeting program 1030 is capable of retargeting the image in a pre-boot environment 6022, provided by a pre-boot program 1028, to make the image include at least a portion of the system support information. The retargeting program may run on the new hardware computer, thereby providing a client-centric retargeting architecture such as the one illustrated in present FIG. 8. Alternatively, the system may include a server 1016, wherein the retargeting program builds new registry files on the server, the new hardware computer receives the new registry files from the server, and the new registry files are at least a portion of the system support information, thereby providing a server-centric retargeting architecture such as the one illustrated in present FIG. 7.

As illustrated in present FIGS. 6-8, the system may include a pre-boot program 1028 capable of providing a pre-boot environment 6022. The retargeting program 1030 (which may be implemented as a suite of programs, batch files/scripts, parameters/settings, etc.) is capable of retargeting the image in the pre-boot environment to make the image include at least a portion of the system support information before the retargeted image is deployed 9012. This system may further include a plug-and-play setting 1030, wherein code of the retargeting program sets the plug-and-play setting in the pre-boot environment to make the deployed image perform a plug-and-play operation that it would not otherwise perform. That is, in this system, some of the retargeting may occur after the image being deployed has started booting but has not yet finished booting on the computer that has the new hardware.

Some systems include a target computer 102, a pre-boot program 1028 runnable on the target computer, a hardware scan program 1024 runnable on the target computer, an operating system registry 1040, other operating system reference files such as driver files 1042, an operating system kernel 1036 that is runnable on the target computer, an image 1034, an image deploying program 1032 capable of deploying the image onto the target computer, and a retargeting program 1030 capable of modifying system information for the target computer by operations performed on the image in the pre-boot environment 6022 using information provided by the hardware scan program. It will be appreciated that different embodiments may locate some or all of these components differently than a specific example given here. The relative locations of components can make the system in question easier to use, faster, less space-consuming, more secure, or otherwise improve it.

For instance, present FIG. 2 illustrates an off-line retargeting architecture in which at least a portion of each of the following resides on at least one CD, DVD, tape, removable disk, or other removable medium readable by the target computer 102: the pre-boot program 1028, the hardware scan program 1024, the image deploying program 1032, the image 1034 that will be modified, the retargeting program 1030 that will modify the image, and at least one operating system reference file, such as a driver file 1042 or other system support information. For instance, modules, device driver, and/or INF files may be taken from a CD, such as a Microsoft Windows XP install CD. One off-line retargeting process does the following: CD boot record loads setupldr.exe; setupldr.exe creates a RAMDisk; setupldr.exe loads WinPE ISO file into memory and boots from RAMDisk; recovery retargeting program runs; new driver files are requested; needed new driver files are read from CD; recovery retargeting process finishes. In another embodiment, no RAMDisk is used and/or format other than ISO is used; a pre-boot environment other than WinPE may be used; other variations will also be apparent to those of skill in the art.

By contrast, present FIG. 3 illustrates a blended off-line/on-line retargeting architecture. This system includes a server 1016 that is networked 106 with the target computer 102. At least a portion of each of the following resides on at least one removable medium readable by the target computer: the pre-boot program 1028, the hardware scan program 1024, the image deploying program 1032, and the retargeting program 1030. However, each of the following resides on the server: the image 1034 to be modified, and at least one operating system reference file 1042. One blended off-line/on-line retargeting process does the following: CD boot record loads setupldr.exe; setupldr.exe loads WinPE and ISO file into memory and boots from RAMDisk; connection is made back to a network share; some programs are accessed from the network share; image and reference files are accessed from the network share; recovery retargeting program runs. In another embodiment, no RAMDisk is used and/or format other than ISO is used; a pre-boot environment other than WinPE may be used; other variations will also be apparent to those of skill in the art.

Present FIG. 4 illustrates a mixed server on-line retargeting architecture. A first service 1018 is networked 106 with the target computer and a second service 1020 is also networked with the target computer. At least a portion of the pre-boot program resides with the first service, and at least a portion of each of the following resides with the second service: the hardware scan program, the image deploying program, and the retargeting program. The services 1018, 1020 may run on different servers 1016 or both services may run on the same server 1016. The second service 1020 may run on a server 1016 that conforms with an enterprise administration server architecture. One mixed server on-line retargeting process does the following: force a reboot for PXE boot; TFTP server sends Network Boot Prompt; Network Boot Prompt gets startcom.exe program; startcom.exe loads setupldr.exe; setupldr.exe creates RAMDisk; setupldr.exe loads WinPE (e.g., ISO file) into memory and boots from RAMDisk; recovery retargeting program runs. In another embodiment, no RAMDisk is used and/or format other than ISO is used; a pre-boot environment other than WinPE may be used; other variations will also be apparent to those of skill in the art.

Present FIG. 5 illustrates an enterprise administration server on-line retargeting architecture. An enterprise administration server 1016 is networked with the target computer, and at least a portion of each of the following resides on the enterprise administration server: the pre-boot program, the hardware scan program, the image deploying program, the retargeting program, the image to be retargeted, and at least one operating system reference file. One enterprise administration server on-line retargeting process does the following: push down WinPE ISO package; push down recovery retargeting program; set boot.ini to run setupldr.exe; reboot; setupldr.exe creates RAMDisk; setupldr.exe loads WinPE into memory and ISO file; WinPE boots from RAMDisk; recovery retargeting program runs. In another embodiment, no RAMDisk is used and/or format other than ISO is used; a pre-boot
environment other than WinPE may be used; other variations will also be apparent to those of skill in the art.

Configured Media

As illustrated in present FIG. 1, the present invention also provides configured storage media 146. Suitable media include one or more removable storage media such as memory keys, flash memory, CDs, DVDs, omega Zip disks, zen Omega-Jazz drives, floppy disks, or other media removable from a computer and capable of carrying computer-readable data which persists even when power to the computer is turned off. Such media in their unformatted states and their generically formatted states are previously known. However, the invention permits the media to be specifically tailored to perform methods such as those illustrated by present FIGS. 9-11, by magnetic, optical, or other bit-storing configurations 146 of data and instructions for performing such methods. No particular file system format or programming language is required by the present invention, and a variety of operating systems (even beyond those mentioned as examples) can likewise be used.

One computer-readable storage medium 146 or set of media 146 is configured to cause a computer system with at least one computer to perform a method as follows. A booting step 10002 boots a computer 102 into a pre-boot environment 6022.

The system runs 10004 a hardware detection program 1024 to gather hardware information about the computer's hardware. NTDetect software or other hardware detection software may be used. Imaging software 1032 writes an image into storage 122 of the computer, but hardware information in the image as written is inconsistent with hardware of the computer such that the image as written and hence not yet modified would not support correct operation of all of the computer's hardware.

In particular, the hardware detection program may gather hardware information about the computer's digital storage 122 hardware, so the subsequent step of modifying the image builds at least one new registry 6012 hardware entry in the image using information about the computer's storage hardware. If the boot code for normal use (other than retargeting) is on the storage hardware, the computer boot process must be able to locate it; inconsistencies between storage 122 system information and actual attached storage 122 devices can create serious problems that prevent booting. When implementing code for detecting hardware and building an entire operating system hardware registry on-the-fly according to the invention, reference may be made to WinPE software, which uses a modified setup to generate a limited generic hardware registry, and/or to ADS software, which detects and builds a limited hardware registry for a deploy version of Microsoft Windows XP software. WinPE and ADS are each available through Microsoft Corporation.

Retargeting software 1030 extracts old registry information of the computer, from the image as it was written during the writing step or from a database. It then modifies the written image in a pre-boot environment by building at least one new registry 6012 hardware entry in an operating system registry in the image using at least some of the gathered hardware information. Registry builder 1030 software may include batch files, scripts, registry editors such as the Microsoft environment regedit editor, text editors in Linux, or other registry modification software directed pursuant to the present invention.

The new registry hardware entry may pertain to one or more of: a new storage controller, a new Hardware Abstraction Layer setting, a new motherboard 1002, a change in the number of processors 1004, a change in power management 1010, a new network interface controller 1008, a new video controller 1006, for example. The modified image may retain all security identification entries in the unmodified image’s registry. Finally, software 1032 deploys the modified image 1034 on the computer.

ADDITIONAL INFORMATION AND EXAMPLES

In some embodiments, the invention boots a computer having new storage hardware, by PXE booting, or by manual booting with a CD/floppy. It then runs a hardware detection program and gathers hardware information. It then deploys an existing image to the new hardware storage. It extracts the old registry from the existing image, or uses restored files on the new storage; with these, it builds a new registry hardware portion using the gathered new hardware information. It retains other registry pieces, including all Windows SID-based entries. It has adjusted the storage entries in the registry to match the new storage hardware’s shape and size. It may also update the partition table and other system structures to match the disk geometry on the new computer. Any storage configuration that is captured in the operating system configuration information should be updated to match the new hardware configuration. It updates the registry and other system files with the new information, and copies new drivers to the new storage. Finally, it boots and runs the restored and retargeted operating system on the new hardware computer.

In some of the embodiments illustrated by present FIG. 7, the booted OS environment 7002 is a booted Microsoft Windows operating system environment, the pre-boot environment 6022 is a Microsoft WinPE (Windows Pre-Execution) environment, the new driver etc. files 1042 include hardware drivers and INF files, and the storage server 1016 and image operations 6004, 7030 are provided by Symantec PowerQuest V2i Protector software. In other embodiments, one or more of these specific implementation details is changed, e.g., the embodiment includes Linux 7002, Altiris image software 6004, 7030, and so on.

In some of the client-centric embodiments illustrated by present FIG. 8, the booted OS environment 7002 is a booted Microsoft Windows operating system environment, the pre-boot environment 6022 is a WinPE environment, and the storage server 1016 and image operations 6004, 7030 are provided by Symantec PowerQuest V2i Protector software. In other embodiments, one or more of these specific implementation details is changed to include Linux 7002, Altiris image software 6004, 7030, and so on. In general, a client-centric embodiment restores 7030 an old image 1034 to new computer storage 122, gets 10004 the new hardware information 6026, gets 10012 needed driver and install files 1042 and copies them to new computer storage, builds 10010 a new registry and copies it to the new computer storage.

In the figures, the use of the same reference number for files shown in different locations does not necessarily mean that the same individual files are present in both locations, but instead merely means that one or more files of the same type (e.g., image files, driver files, operating system reference files) are present at each location. For instance, in FIGS. 2, 3, 4, and 5, the operating system reference files 1042 inside the local storage 122 are pre-existing files in the image. These installed and running operating system files (or installed and running on old hardware) will generally be a subset of the full set of operating system reference files. A full set of operating system files would be available on installation CDs or other installation media. The operating system reference files 1042 on the configured medium 146 or on one of the servers 1016.
include files not yet installed and running, which need to be
installed to let the target computer run the new hardware.
The fact that files 1042 of the same kind are shown as present
both on local storage 122 and on a CD 146 does not mean the
same specific files are present on each medium. Indeed, one
benefit of some embodiments of the invention is that they
make available on local storage certain files 1042 that were
previously unavailable there, by determining which files 1042
are needed and copying them to local storage from the CD,
with corresponding registry changes also being made as
needed.

Variations on the specific examples given herein will be
apparent to those of skill in the art, bearing in mind consid­
erations of operability, efficiency, security, ease, speed, and
other familiar criteria, in view of the descriptions provided in
this document. In evaluating variations, the following general
observations may be helpful. Server-centric architectures
make it necessary to create two different versions of the
retargeting components (one for server execution and one for
stand-alone execution); servers need to extract configuration
and other registry files from an image; hardware inventory
needs to be updated for the hardware platforms with control­
er vendor and model ID numbers; additional files such as
Windows reference files, drivers, and options found on CD
distributions may need to be pushed down to the client after
image restore; and processing unique to a target takes place
on the server. Client-centric architectures can use registry
files available on the target client without extracting them
from an image; hardware scan can detect and report the cur­
cent hardware in the format needed, it need not load and
resynchronize an inventory database—that can be done later
using a normal inventory agent; retargeting and recovery are
uncoupled from inventorying; it can use substantially the
same steps for all package or other delivery types; server load
is reduced by distributing work to each individual client
where the necessary retargeting information is available.

The inventive retargeting may be part of a larger mainte­
nance process. For instance, one process runs a recovery
operating system; prepares hardware; restores an image to the
target system; gets hardware information; checks to see if
retargeting is necessary or desired, and skips to the subse­
quent reboot labeled X below if it is not; if retargeting is to be
done, it requests and locates device driver(s), generates reg­
istry info, copies new operating system files, performs post
configuration steps; reboots (label X); Microsoft Windows
boots to safe mode; performs additional post configuration
steps; installs and configures application software; reboots
(label Y); Microsoft Windows boots to managed mode; takes
new image of the retargeted system; updates the inventory
database. Post configuration steps may do things such as
install anti-virus software, install firewall software, and/or
install management agents.

Hardware inventory means 1024 may include a hardware
scan program and/or an inventory database. Images 1034
may include ample images 104 and/or other images as
defined above. System support information 1038 may include
registry content 1040, drivers and other system files 1042,
and/or structured imaged computer environment data 144.
Servers 1016 may be network servers discussed in the
parent application(s) and/or servers having other characteris­
tics.

In general, the labels attached to items are not more import­
tant than the functionality involved. For instance, in some
embodiments it may be more convenient to consider the
image adjusting means 1026 as part of the retargeting soft­
ware 1030, even though present FIG. 1 shows the reverse.
Likewise, the hardware inventorying means 1024 might be
relabeled as part of the retargeting program 1030, even
though present FIG. 1 shows it in a separate box, provided the
reorganization is operable and satisfies at least one claim
(system, method, or otherwise). Infringement is not avoided
by pointing to inconsistency between an accused embodi­
ment and part of the invention description, if the claimed
invention is clear to one of skill and otherwise covers the
accused embodiment.

In Microsoft Windows operating environments, the intent
will often be to preserve the SID security identifiers found
in the Windows registry, so that the new system is a replace­
ment for the old system rather than being another operational copy.
One could cause a new SID to be generated after the system
boots up if one wanted to create another operational copy, but
additional licenses might then be needed from Microsoft,
depending on the type of license rights already obtained.

One approach the invention provides is to deploy an image
onto a computer which has a different hardware configuration
than the one imaged; to then detect the new computer’s hard­
ware, to build a registry by integrating into the image’s reg­
istry other registry entries which correspond to the detected
hardware, and to then reboot.

Another approach it provides is to take an image on a first
computer; move it to a second computer where it will be
modified, and then to deploy the modified image onto a third
computer which has a different hardware configuration than
the first computer. At some point software is run on the third
computer to detect the third computer’s hardware, then the
invention builds a registry by integrating into the image’s reg­
istry other registry entries which correspond to the detected
hardware; this modifies the image while it’s still on the
second computer. Then the modified image is deployed onto
the third computer.

Yet another approach of the invention uses just two com­
puters, namely, the original computer where the image is
taken and the new computer where the image is restored, new
hardware detected, registry modified, and system rebooted to
boot the modified version of the OS. In each approach, many
of the processing steps are the same, but where they take place
of choice and may provide different types of administrative
control, for example.

The invention operates in the same general area of imaging
and maintenance/upgrade as other tools, such as Symantec
or Altiris imaging and deployment tools, and ADS, which is
an abbreviation for Microsoft Automated Deployment Ser­
dices. It is believed by the inventor that ADS builds a full
registry for a temporary stripped down version of Microsoft’s
Windows operating system for use as an image deployment
operating system platform, for the duration of the deployment
process.

Microsoft also provides a program called “Sysprep” which
can be used to prepare systems for imaging. As understood
by the inventor, Sysprep requires one to have a running com­
puter, run the Sysprep program to prepare for taking an
image, shutdown the computer and then take an image. How­
ever, although Sysprep includes limited hardware/plug-n-
device detection, Sysprep SID generation apparently
destroys some application installs, Sysprep apparently does
not handle motherboard changes or mass storage device hard­
ware changes, and it apparently doesn’t address adding new
or updated boot storage device drivers after the image has
been created.

Moreover, it is believed by the inventor that using Sysprep
requires one to know the changes needed in advance of mak­
ing the image. But it is sometimes desirable to make the
required changes after the image has been taken. In many
cases one will not know what changes are needed until long
after the image has been created, e.g., what new mass storage device driver needs to be “installed” to allow the image to boot and run on the new hardware. As discussed above, the invention looks at the new target hardware, takes the old captured operating system configuration (e.g., Microsoft Windows registry) in the image file, and modifies the operating system configuration to allow the operating system to boot and run on the new target hardware. This allows a previously captured image file to be used on new hardware without any prior knowledge of the new hardware by performing the configuration changes needed to support the new hardware.

The invention may be helpful when a system configuration will not boot on new hardware, either because the boot storage device driver is not present in the image or because the configuration information is not properly set or complete. The inventor believes that although some Unix/Linux operating system versions contain many device drivers and can auto-configure to support hardware that may not have been installed on the old system, they nevertheless cannot add on-the-fly new device drivers that were not part of the original kernel build. In such a situation, the invention may greatly assist by modifying on-the-fly an image’s system configuration by adding to the image some or all of the desired new device drivers.

In implementing the invention, reference to the following Microsoft software may also be helpful: PXE booted NTDETECT module; Deploy OS Registry builder; Deploy OS Builder; PXE booted OS loader; Windows .NET 2003 Virtual Disk driver. Some functionality from these programs may help one better understand, or even help one implement, the present invention.

In addition to the retargeting innovations described above, Symantec’s PowerQuest Division has created and applied for patent protection on tools and techniques for coordinating imaging operations with user profile migration to perform migration in place on a computer system. See, e.g., U.S. patent application Ser. No. 09/810,874 filed Mar. 17, 2001. Both that application and the present document address the general problem of preserving desired data and removing undesired data when moving from one computer configuration to another. However, an emphasis in the aforementioned application is on user profiles such as application user settings and user preferences, whereas the present document is more concerned with hardware-enabling system information such as hardware drivers, partition table contents, hardware-specific registry entries, and the like.

CONCLUSION

Methods are provided for retargeting captured images to new hardware. An image taken from a computer having hardware drivers and other system information in one hardware configuration may be retargeted by modifying it in a way that adapts it for use on a computer having different hardware requiring different drivers, even when the second hardware configuration was not known at the time of imaging. Systems and configured storage media for retargeting captured images to new hardware are also provided.

Because hardware, software, and context are often functionally linked in a computer, those of skill will appreciate that statements herein regarding any of the components 116, 118, 120, 122 of a computer 102 may apply equally, for purposes of the present invention, to some or all of the other components. For instance, software 118 may be installed or removed, and so may hardware 116. Indeed, characterization of a given component as belonging to one of the categories 116, 118, 120, 122 may be more a matter of convenience or perspective than one of widespread consensus. For example, one may view a given component either as BIOS code 118 stored in a computer chip, or as a computer chip 116 that contains some BIOS code.

It is understood that a single entity may sell, offer to sell, or use a system whose individual parts were made by more than one entity. That is, the mere fact that parts of a system were supplied by different vendors does not prevent use of that system (and hence direct infringement) by an individual entity.

The parent application(s)’ Detailed Description of Embodiments, drawings, Brief Description of the Drawings, and claims provide context and support for the present invention. They are each specifically incorporated herein by reference, with the understanding that although they support portions of the present claims, the present invention also provides additional tools and techniques.

It is not necessary for every means or aspect identified in a given definition or example to be present or to be utilized in every embodiment of the invention.

Some inventive methods are performed directly by computer hardware and software, and are used by people. They are performed on behalf of and in response to some person’s controlling action. Regardless of whether one phrases the invention in terms of steps taken by a person to control a machine that performs a process, or in terms of using a corresponding process performed by a machine, those of skill will understand that it is the particular nature of the process itself that sets it apart as inventive.

Even though particular embodiments and uses of the present invention are expressly illustrated and described individually herein, it will be appreciated that discussion of one type of embodiment and its uses also generally extends to other embodiment types and their uses. For instance, the foregoing description of the invention’s methods also helps describe the structures and operation of the invention’s systems and configured storage media, and vice versa. It does not follow that limitations from one embodiment are necessarily read into another.

Headings are for convenience only; information on a given topic may be found outside the section whose heading indicates that topic. All claims as filed are part of the specification and thus help describe the invention, and repeated claim language may be inserted outside the claims as needed during prosecution.

It is to be understood that the above-referenced embodiments are illustrative of the application for the principles of the present invention. Numerous modifications and alternative embodiments can be devised without departing from the spirit and scope of the present invention. While the present invention has been shown in the drawings and described above in connection with the exemplary embodiments of the invention, it will be apparent to those of ordinary skill in the art that numerous modifications can be made without departing from the principles and concepts of the invention as set forth in the claims.

As used herein, terms such as “a” and “the” and designations such as “image” and “installing” are inclusive of one or more of the indicated thing or step. In particular, in the claims a reference to a thing generally means at least one such thing is present and a reference to a step means at least one instance of the step is performed.

The scope of the invention is indicated by the appended claims rather than by the foregoing description. All changes
which come within the meaning and range of equivalency of the claims to be embraced within their scope to the full extent permitted by law.

What is claimed is:

1. A computer-implemented method for retargeting a captured image for new hardware, comprising:
   - identifying an image captured from a source computer;
   - obtaining target computer information, the target computer information identifying new hardware for a target computer that is not presently installed on the source computer; and
   - while in a pre-boot environment, modifying the image to match the new hardware identified in the target computer information.

2. The method of claim 1, wherein the source computer and the target computer are the same computer configured differently at different times, and the method further comprises capturing the image from the computer prior to installing the new hardware on the computer.

3. The method of claim 1, wherein the source computer and the target computer are different computers, the new hardware is installed on the target computer and is not installed on the source computer, and the method further comprises capturing the image from the source computer.

4. The method of claim 1, further comprising deploying the modified image on the target computer after the new hardware is installed on the target computer.

5. The method of claim 1, wherein modifying the image comprises at least one of: installing a hardware driver in the image, updating a hardware driver in the image, removing a hardware driver from the image, and modifying an operating system registry in the image.

6. The method of claim 1, wherein the new hardware for the target computer comprises at least one of: a new storage controller, a new Hardware Abstraction Layer setting, a new motherboard, a change in the number of processors, a change in power management, a new network interface controller, a new video controller, and a new display driver.

7. A computer-implemented method for retargeting a computer using an image captured from a computer, comprising:
   - booting a computer, the computer comprising a new hardware type not identified in the captured image;
   - gathering system information about the new hardware type; and
   - while in a pre-boot environment, modifying a registry of the image to match system information of the new hardware type.

8. The method of claim 7, wherein booting the computer comprises at least one of: booting manually from a removable medium attached to the computer, booting automatically using boot code loaded into the computer over a network connection, and booting from an attached local storage device.

9. The method of claim 7, further comprising copying the image into local storage of the computer before modifying the registry of the image, and booting into the modified image.

10. The method of claim 7, wherein the booting and gathering steps are performed on a first computer, the modifying step is performed on a second computer, and the method further comprises deploying the modified image on the first computer.

11. The method of claim 7, further comprising extracting old registry information from the image, and wherein modifying the registry of the image comprises producing a registry that comprises extracted old registry information and new hardware type system information.

12. The method of claim 11, wherein modifying the registry of the image comprises producing a registry that comprises extracted old registry security identification information.

13. The method of claim 7, further comprising copying new hardware drivers into local storage of the computer.

14. A method of computer resource management, comprising:
   - identifying an ample image captured from an imaged computer;
   - bringing the ample image into a management environment at a computer; and
   - while in a pre-boot environment, modifying the ample image by performing at least one of the following steps on the ample image in the management environment: changing software by installing a hardware driver, changing software by updating a hardware driver, changing software by installing system software other than a hardware driver, changing software by updating system software other than a hardware driver.

15. The method of claim 14, further comprising the step of deploying the modified ample image back onto the imaged computer after a hardware change is made to the imaged computer, wherein the changed software matches the hardware change made.

16. The method of claim 14, further comprising the step of deploying the modified ample image onto a target computer which is not the imaged computer and which has hardware different than the imaged computer had at the imaging point in time, and the changed software matches the different hardware on the target computer.

17. The method of claim 14, wherein the modifying step comprises changing the registry in the ample image to match hardware that is different from hardware of the imaged computer.

18. The method of claim 14, wherein the modifying step is performed at least partially at the imaged computer.

19. The method of claim 14, wherein the modifying step is performed at least partially at a computer other than the imaged computer.

20. The method of claim 14, further comprising the step of taking an inventory of installed hardware and software present when the image of the imaged computer was captured.

21. The method of claim 14, wherein the bringing step brings an ample image of the imaged computer that was taken at a point in time when the imaged computer was a standalone machine.

22. The method of claim 14, wherein the bringing step brings an ample image of the imaged computer that was taken at a point in time when the imaged computer was connected to a network.

23. A retargeted image produced by a process comprising:
   - obtaining an image captured from a computer on which certain hardware is not installed, the image lacking certain corresponding system information tailored to that hardware; and
   - retargeting the image, while it is not deployed, by modifying it while in a pre-boot environment to include the corresponding system information tailored to that hardware;

24. The retargeted image of claim 23, comprising at least two application programs.
At least one computer-readable storage medium configured to cause a computer system with at least one computer to perform a method comprising:

booting a computer into a pre-boot environment;
running a hardware detection program to gather hardware information about hardware of the computer;
writing an image captured from a computer into storage of the computer, the image comprising hardware information that is inconsistent with at least some of the gathered hardware information;
extracting old registry information from the computer;
modifying the image in a pre-boot environment by building at least one new registry hardware entry in an operating system registry in the image using at least some of the gathered hardware information; and
deploying the modified image on the computer.

The configured storage medium of claim 25, wherein the new registry hardware entry pertains to at least one of: a new storage controller, a new hardware Abstraction Layer setting, a new motherboard, a change in the number of processors, a change in power management, a new network interface controller, a new video controller or new display driver.

The configured storage medium of claim 25, wherein the step of running a hardware detection program gathers hardware information about storage hardware of the computer, and the step of modifying the image builds at least one new registry hardware entry in the image using information about the storage hardware of the computer.

The configured storage medium of claim 25, wherein the step of extracting old registry information extracts registry information from the image as it was written during the writing step.

The configured storage medium of claim 25, wherein the step of modifying the image retains all security identification entries in the image’s registry.

A computer system comprising:
processor means for running software in a computer;
storage means for storing software and other data in a location accessible by the processor means;
boot means for booting the computer;
hardware inventory means for gathering system information about hardware installed on the computer;
adjustment means for adjusting an image captured from a computer while in a pre-boot environment and in response to system information gathered by the hardware inventory means, the adjustment tailored to make operable a particular hardware device that is connected to the computer but not yet operable;
image deployment means for deploying the image on the computer, including deploying the adjusted image, whereby software previously inconsistent with the particular hardware device is made consistent with it via the deployed image, thus permitting operation of the hardware device on the computer after the boot means reboots the computer.

The system of claim 30, wherein the adjustment means adjusts the image by adding to the image a device-specific identifier identifying the particular hardware device.

The system of claim 30, wherein the particular hardware device is of a certain type, and the adjustment means adjusts the image by adding to the image information pertaining to hardware devices of that type.

The system of claim 30, wherein the boot means comprises a network connection and software for obtaining a bootable image.

The system of claim 30, wherein the adjustment means comprises a registry adjustment means for adjusting an operating system registry in the image in response to system information gathered by the hardware inventory means, the adjustment tailored to make operable the particular hardware device.

The system of claim 30, wherein the adjustment means comprises a driver adjustment means for adjusting at least part of a collection of hardware device drivers in the image in response to system information gathered by the hardware inventory means, the adjustment tailored to make operable the particular hardware device.

The system of claim 35, wherein the driver adjustment means does at least one of the following: installs a device driver for the particular hardware device, patches a device driver for the particular hardware device, modifies data used by a driver for the particular hardware device, modifies storage geometry data used by a driver for a nonvolatile storage hardware device.

The system of claim 30, wherein the hardware inventory means comprises at least one of the following: software stored on a network server connected to the computer, software stored on a local attached storage device.

The system of claim 30, wherein the image deployment means comprises at least one of the following: software stored on a removable storage medium in the computer, software stored on a network server connected to the computer, software stored on a local attached storage device.

A system comprising:
a new hardware computer;
a computerized source of hardware information about the new hardware computer;
a local storage device of the new hardware computer which contains an image captured from an old hardware computer, the image not presently deployed on the new hardware computer;
system support information for new hardware of the new hardware computer, the system support information corresponding to at least a portion of the system support information about the new hardware; and
a retargeting program which is capable of retargeting the image in a pre-boot environment to make the image include at least a portion of the system support information.

The system of claim 39, wherein the computerized source of hardware information about the new hardware computer comprises at least one of the following: a hardware detection program, a hardware inventory database, a hardware inventory list.

The system of claim 39, wherein the system support information comprises at least one of the following: a hardware driver file not present on the old hardware computer when the image was made, an INF file not present on the old hardware computer when the image was made, RC files, a registry entry not present on the old hardware computer when the image was made.

The system of claim 39, wherein the retargeting program runs on the new hardware computer, thereby providing a client-centric retargeting architecture.

The system of claim 39, further comprising a server, wherein the retargeting program builds new registry files on the server, the new hardware computer receives the new registry files from the server, and the new registry files are at least a portion of the system support information, thereby providing a server-centric retargeting architecture.

The system of claim 39, further comprising a pre-boot program capable of providing a pre-boot environment, wherein the retargeting program is capable of retargeting the
23 image in the pre-boot environment to make the image include at least a portion of the system support information before the retargeted image is deployed.

45. The system of claim 39, further comprising a pre-boot program capable of providing a pre-boot environment, and further comprising a plug and play or other hardware detection setting, wherein the retargeting program sets the hardware detection setting in the pre-boot environment to make the deployed image perform a hardware detection operation that it would not otherwise perform.

46. The system of claim 39, wherein the system support information comprises system support for at least one of the following: new motherboard hardware, new storage device hardware, new display hardware.

47. A system comprising:
   a target computer;
   a pre-boot program runnable on the target computer;
   a hardware scan program runnable on the target computer;
   an operating system registry, operating system reference files, and an operating system kernel that is runnable on the target computer;
   an image captured from a source computer;
   an image deploying program capable of deploying the image onto the target computer; and
   a retargeting program capable of modifying, in a pre-boot environment, system information for the target computer using information provided by the hardware scan program.

48. The system of claim 47, in an off-line retargeting architecture, wherein at least a portion of each of the following resides on at least one removable medium readable by the target computer:
   the pre-boot program,
   the hardware scan program,
   the image deploying program,
   the image,
   the retargeting program, and
   at least one operating system reference file.

49. The system of claim 47, in a blended off-line/on-line retargeting architecture, the system further comprising a server networked with the target computer; wherein at least a portion of each of the following resides on at least one removable medium readable by the target computer:
   the pre-boot program,
   the hardware scan program,
   the image deploying program, and
   the retargeting program;
   and wherein each of the following resides on the server:
   the image, and
   at least one operating system reference file.

50. The system of claim 47, in a mixed server on-line retargeting architecture, the system further comprising a first service networked with the target computer; and at least a portion of each of the following resides with the second service:
   the hardware scan program,
   the image deploying program, and
   the retargeting program.

51. The system of claim 50, wherein the second service runs on a server that conforms with an enterprise administration server architecture.

52. The system of claim 47, in an enterprise administration server on-line retargeting architecture, the system further comprising an enterprise administration server which is networked with the target computer; wherein at least a portion of each of the following resides on the enterprise administration server:
   the pre-boot program,
   the hardware scan program,
   the image deploying program,
   the retargeting program,
   the image, and
   at least one operating system reference file.

* * * * *