A Net Neutrality Primer
Should the Internet Be Regulated Like Ma Bell?

*By Ryan Radia and Jessica Melugin*

If you have watched *Last Week Tonight with John Oliver* recently, you will have noticed that its TV comedian host is upset about something called “net neutrality.”¹ But does anyone know what it means?

Law professor Tim Wu coined the phrase “network neutrality,” or “net neutrality,” in 2003 to describe a regulatory regime that requires broadband providers to let their subscribers “use non-harmful network attachments or applications,” giving “innovators the corresponding freedom to supply” such applications."² Since then, regulators, courts, academics, engineers, and pundits have sought to clarify the meaning of “net neutrality,” but determining whether a particular practice runs afoul of the principle remains challenging to this day.³

One thing is clear, however. Net neutrality regulations harm consumers because they prevent ISPs from experimenting with the network configurations and pricing models that serve consumers best. Instead of regulating how broadband service is provided, Congress, the Federal Communications Commission (FCC), and governments at all levels should promote competition by making more spectrum available for commercial use and by reducing barriers to deploying wireline infrastructure.

Past efforts by the FCC to establish net neutrality regulations have repeatedly failed in the courts. Though its latest effort, which was heavily influenced by the Obama White House, has survived, the new chairman of the FCC, Ajit Pai, is moving to repeal it. That is a welcome move because freeing the Internet’s infrastructure from burdensome regulations will allow greater innovation and restore open competition among Internet service providers (ISPs).

**How It Works.** To understand net neutrality, one must know a bit about how the Internet works. From web pages to video streams, all information that travels across the Internet is broken up into “packets,” each a tiny piece of the complete message or file. Specialized computers called “routers” direct these packets from their source to their destination, where they are reassembled in their proper order.⁴ The principle of net neutrality holds that Internet service providers, also known as broadband providers, should generally treat every packet they transmit in the same manner, regardless of its application, source, destination, or meaning.

---
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Most net neutrality proponents concede that ISPs may legitimately discriminate or block certain types of information under a narrow set of circumstances—for example, when traffic is malicious, illegal, or unwanted by its intended recipient—but such exceptions to the net neutrality principle are few.\(^5\)

The Communications Act of 1934,\(^6\) which the FCC was set up to administer, encompasses both information and telecommunications services. Information services are subject to relatively minimal regulation under Title I of the Act,\(^7\) while telecommunications services are subject to public utility-style regulation under Title II.\(^8\) In a series of three opinions from 2002 to 2007, the FCC determined that Internet service providers would be subject to Title I and thus free from heavy-handed regulations.\(^9\) This conclusion was bolstered by Congress’ decision to enact Section 230 of the Telecommunications Act of 1996, which states that it is the nation’s policy to “preserve the vibrant and competitive free market that presently exists for the Internet and other interactive computer services, unfettered by Federal or State regulation.”\(^10\)

In 2005, the five-member FCC voted unanimously to adopt an “Internet Policy Statement” that endorsed four principles, affirming that consumers are entitled to:

1. “[A]ccess the lawful Internet content of their choice;”
2. “[R]un applications and use services of their choice;”
3. “[C]onnect their choice of legal devices that do not harm the network;” and
4. Enjoy “competition among network providers, application and service providers, and content providers.”\(^11\)

In this policy statement, the FCC did not purport to exercise its regulatory authority pursuant to a delegation of power from Congress.\(^12\) Rather, the Commission explained that it would merely “incorporate” these four principles “into its ongoing policymaking activities.”\(^13\)

Then in 2007, several news outlets reported that Comcast, a major cable ISP, was interfering with its subscribers’ ability to upload content using BitTorrent, a popular peer-to-peer file sharing protocol.\(^14\) After initially denying these allegations, Comcast admitted that it was targeting BitTorrent upload sessions in neighborhoods suffering from localized network congestion.\(^15\) Later in 2007, two advocacy organizations filed a complaint with the FCC alleging that Comcast had violated the FCC’s Internet Policy Statement.\(^16\)

In an August 2008 3-2 vote, the FCC held that Comcast had acted in contravention of federal policy. It ordered the company to “end its discriminatory network management practices.”\(^17\) Comcast, which had ended the practice after it drew public ire and before the FCC began its investigation, challenged the FCC’s decision in the U.S. Court of Appeals for the District of Columbia Circuit.\(^18\) That court ruled in April 2010 that the FCC’s policy statement did not empower the agency to regulate how ISPs managed their networks.\(^19\)
The FCC went back to the drawing board. It commenced a notice-and-comment rulemaking proceeding pursuant to the Administrative Procedure Act and issued what it called the “Open Internet Order” in December 2010.20 This order imposed several new rules on ISPs, barring them from blocking lawful content, prohibiting unreasonable discrimination, and requiring that ISPs publicly disclose their network management practices and other characteristics of their services.21 Notably, the 2010 order applied less rigid regulation to mobile ISPs under the justification that mobile broadband was “rapidly evolving” and experiencing “rapid innovation and change.”22

Two ISPs, Verizon and MetroPCS, challenged the FCC’s 2010 order, again in the U.S. Court of Appeals for the D.C. Circuit. In 2014, the court ruled largely in the ISPs’ favor, invalidating the FCC’s rules regarding blocking and discrimination while upholding the agency’s transparency rule.23 The D.C. Circuit concluded that the FCC’s rules effectively treated ISPs as “common carriers,” a statutory definition that the FCC had previously not applied to ISPs.

The Verizon court essentially left the FCC with two options if it wished to proceed with enforceable net neutrality regulations: either adopt more flexible rules that allow ISPs “substantial room for individualized bargaining and discrimination in terms”24 or reverse the agency’s earlier decision not to treat ISPs as common carriers under Title II of the Communications Act of 1934.25

In the wake of the 2014 Verizon v. FCC decision, the agency issued a notice of proposed rulemaking that indicated it would likely pursue the first option: adopting rules that do not go so far as to treat ISPs as common carriers.26 Around this time, the White House reportedly set up a “parallel version” of the FCC to chart an alternative course for net neutrality regulation.27 Then in November 2014, President Obama issued a statement calling on the FCC to reverse its longstanding interpretation of the Communications Act and impose common carrier regulation on ISPs.28 In March 2015, the nominally independent29 FCC issued its second “Open Internet Order”—also known as the “Title II Order”—which concluded that ISPs were “telecommunications services,” not “information services,” under the Communications Act and thus subject to regulation as common carriers.30

The agency was sued yet again in the D.C. Circuit by various trade associations, ISPs, and other individuals and organizations. These challengers emphasized that the FCC itself had previously determined that ISPs were not telecommunications services, and that in 2005 the Supreme Court had upheld the agency’s determination in National Cable & Telecommunications Association v. Brand X Internet Services.31

In June 2016, however, the D.C. Circuit ruled in the FCC’s favor with one member of the three-judge panel dissenting.32 On May 1, 2017, the D.C. Circuit declined to rehear this decision en banc—that is, before the full court. Judges Brett Kavanaugh and Janice Rogers Brown wrote separate dissents from the court’s denial of rehearing.33 The parties challenging the FCC rule can still seek review at the U.S. Supreme Court, but FCC Chairman Pai’s stated intent to reverse the rule may render this litigation moot before the nation’s high court has a chance to hear the matter.
Ajit Pai, then an FCC commissioner, dissented from the FCC’s 2015 Title II order, criticizing both its legality and its policy rationale.34 Pai said in a December 2016 speech that the FCC ought to “fire up the weed whacker and remove those rules that are holding back investment, innovation and job creation.”35

On January 23, 2017, President Donald Trump designated Ajit Pai—who has served as an FCC commissioner since 2012—to serve as the agency’s chairman.36 In an April 2017 speech, Pai announced that the agency will vote on whether to undo the 2015 order and return ISPs to “light-touch regulation” under Title I of the Communications Act.37 The next day, the FCC released a draft notice of proposed rulemaking that explains the agency’s tentative plans and seeks comment from the public on how it should proceed.38

The Fatal Conceit of Net Neutrality Regulation. As noted, under both iterations of the FCC’s net neutrality regulations, ISPs must generally treat every packet they transmit in the same manner. This approach to network management is not without merit. In fact, it has been the predominant method by which ISPs have managed their networks since the dawn of residential Internet access. But as a regulatory regime, net neutrality restricts how broadband providers can manage the traffic that flows on their finite networks.

When more information is routed through a connection than that connection can handle, some packets must be dropped. Some types of content, such as Web pages and email, are resilient to dropped packets, as data can be resent with only a momentary delay that is barely noticeable to the end user. But other services are adversely affected by dropped packets. Voice over Internet Protocol applications, such as Skype or FaceTime, operate in real time, so they can be rendered unintelligible by too many dropped packets.39 Dropped packets can cause similar problems for video streaming apps, multiplayer online games, and many other services.

This complication has led to the adoption of quality-of-service technologies, whereby ISPs prioritize some types of information that are more sensitive to delays caused by excessive latency, packet loss, or “jitter,” a form of packet delay. In other cases, ISPs may selectively target certain bandwidth-intensive applications—that is, applications especially likely to cause network congestion—to make room for other applications. As former FCC chief economist Thomas Hazlett explained with respect to the FCC’s 2008 investigation of Comcast: “Comcast … was managing its network to limit congestion, seeking to protect the great bulk of its customers from traffic generated by a few.”40

Targeting certain protocols is not the only way an ISP can manage congestion. An ISP might impose an application-agnostic limit on each subscriber’s overall usage, or on each subscriber’s usage during peak hours when congestion is most likely to occur. For instance, Verizon Wireless offers an “unlimited” mobile broadband plan that begins throttling a subscriber’s usage once she transmits over 22 gigabytes in a month—albeit only when the subscriber is using a congested cell tower.41 Until recently, T-Mobile offered an “unlimited” plan that throttled streaming video quality for any subscriber that exceeded a specified monthly threshold.42 One potential implementation of metering is a “Ramsey two-part
tariff,” which offers all subscribers a certain guaranteed level of service but then imposes metering above that guaranteed level. 43

The FCC’s net neutrality orders presume that consumers will be better off if their ISPs are barred from throttling usage on an application-by-application basis. 44 In reality, not every consumer perceives every byte of Internet traffic to be equally valuable. If a mobile ISP were to degrade video content from ultra-high-definition to “ordinary” high-definition, how many consumers could even tell the difference? The answer depends on the technical sophistication of the ISP’s customers, the capabilities of their mobile devices, and even their average visual acuity.

Similarly, if a subscriber downloads a file via BitTorrent and leaves the client on all night long to distribute the content—thereby generating significant upstream traffic—how much would that subscriber suffer if his ISP were to throttle his peer-to-peer uploads?

ISPs have been willing to experiment with a variety of strategies to handle network congestion, seeking the practices that work best for them and their customers, but the FCC’s net neutrality rules have thwarted such exploration, ultimately reducing innovation and consumer choice.

**Net Neutrality Morphs into Ma Bell-Style Internet Regulation.** Until 2014, the campaign for net neutrality regulation focused chiefly on just that: the principle of ISP nondiscrimination. Yet the FCC’s 2014 notice of proposed rulemaking, culminating in its 2015 Title II order, went far beyond net neutrality’s relatively humble roots. In 2014, the agency suggested that it might regulate not only the exchange of traffic within an ISP’s network—to and from its residential subscribers—but also the exchange of traffic between an ISP’s network and other commercial Internet facilities. 45

The FCC’s 2015 order declined to “directly regulate” interconnection practices among ISPs and content delivery networks. However, it said it would subject such arrangements to potential enforcement actions on a case-by-case basis. 46 This approach—while preferable to prescriptive, *ex ante* regulation—nevertheless extended the FCC’s reach to the historically unregulated, fully functional market for Internet traffic exchange. 47

Similarly, the 2015 order banned so-called “fast lanes” by forbidding ISPs from entering into agreements to offer “paid prioritization” to certain applications, services, or companies. 48 This prohibition went beyond the 2010 order, extending the earlier ban on *discrimination* to also encompass a ban on *prioritization*. This is like the federal government barring grocers from negotiating with Campbell’s over shelf placement for its soups. The justification would be the grocery store’s potential power to favor its own brands and “shake down” Campbell’s. It is, of course, absurd to suggest such a huge company would need regulatory protection. 49 And it is no less absurd to assert that giants like Google, Facebook, and Netflix need regulatory protection from the FCC.

Again, this cut off potential innovation. Regulators do not have the expertise and foresight to know what best serves consumers. They should not declare certain business models off-
limits simply because they can imagine hypotheticals in which network practices might suppress competition in the market for applications and services.

The 2015 order’s most radical departure from the agency’s previous approach was its reversal of a series of decisions the FCC reached in 2002, 2005, and 2007 to treat cable, DSL, and wireless broadband, respectively, as “information services” subject to Title I of the Communications Act.50 These decisions, the first of which was upheld by the Supreme Court in 2005, ensured that cable and wireless ISPs would be free from many of the regulatory shackles that phone companies long endured under Title II of the Communications Act.51 Under the 2015 order, ISPs are common carriers, and are thus subject to many of the same obligations as telephone companies.52

Then in late 2016, the FCC imposed an onerous set of privacy regulations on ISPs, different from the market practices, privacy standards, laws, and regulations that apply to the rest of the tech sector. In April 2017, Congress passed and the president signed a resolution of disapproval that invalidated these regulations pursuant to the Congressional Review Act.53 As long as ISPs remain classified as common carriers, though, Title II hangs over them like the Sword of Damocles, offering a future FCC many options for regulating ISP behavior the way it used to regulate Ma Bell.

Indeed, if former FCC Chairman Tom Wheeler were still in charge of the agency, he would almost certainly be pursuing new avenues for intrusive regulation. In December 2016, shortly before he stepped down from the FCC, the agency sent a letter to Verizon and AT&T stating that it had reached a “preliminary conclusion” that providing certain services at low or no cost would “inhibit competition, harm consumers, and interfere with the ‘virtuous cycle’ needed to assure the continuing benefits of the Open Internet.”54 As Chairman Pai observed in his April 2017 speech, under his predecessor, “the “FCC had met the enemy, and it was consumers getting something for free from their wireless provider.”55

**Conclusion.** To the extent that consumers would benefit from greater competition among ISPs, the proper governmental response is to adopt policies that promote such competition, rather than seek to regulate existing providers. For instance, Congress should pass legislation freeing up the electromagnetic spectrum, which is the lifeblood of mobile broadband. With more spectrum available to market participants, new wireless ISPs could emerge, while existing wireless ISPs could offer faster speeds and more lenient usage policies.56 The FCC established a Broadband Deployment Advisory Committee in April 2017 to study burdens on broadband deployment and recommend to the FCC how to eliminate them.57 Governments at all levels should eradicate barriers to deploying wireline infrastructure, a process that has been rendered artificially costly by municipal, state, and federal regulations.

If harmful practices occur, the Federal Trade Commission and the Department of Justice have concurrent authority to enforce laws such as the Sherman and Clayton Acts. Such laws are probably not necessary, as fully functioning markets can solve the problem of concentration, but as long they as exist, they offer an alternative means for government intervention in broadband disputes.58 And if the FCC insists on maintaining a role as an
Internet regulator, addressing net neutrality disputes on a case-by-case basis would be far better than the prescriptive rules contained in the 2015 order.

No credible case exists for universal net neutrality regulation. There may be reason for the occasional intervention to deal with situations where ISPs have enjoyed unfair advantages owing to past exclusive franchises and other such arrangements. But even here, unfavorable press generally does the trick.²⁸ Banning entire business models hardly constitutes “openness.”

Telecommunications networks are the property of their owners. Neither the FCC nor net neutrality advocates can predict which network configurations will serve consumers best. They should not invade the property rights of network owners. Government benefits and subsidies should be unwound and removed, and ISPs should be free to explore all approaches to network access, strategies, and pricing. Enjoying the infrastructure wealth creation that such property rights foster is vital.²⁹ That may not be as entertaining as John Oliver’s take on net neutrality, but it is much sounder public policy.
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